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CORPORATE MANSLAUGHTER AND BRIBERY GUIDANCE - Report by Chief Executive
  
	Summary
The purpose of this report is to introduce guidance on two issues raised at the October 2011 Board meeting; Corporate Manslaughter and Bribery.
It is recommended that Directors:-
i.  comment on and note the guidance; and
ii.  agree the guidance note being added to the Directors’ induction information.
  


	1.
	Background



	1.1 
	At the 20 October 2011 Board meeting, Directors asked for guidance on their liability in the event of serious incidents caused by negligence.  Kevin McKee of Shepherd and Wedderburn, advisors to the Board for the Transfer period, undertook to provide Guidance Notes on the subject matter.  Two separate Guidance notes are attached as Appendix A and B.


	1.2
	The guidance on Corporate Manslaughter at Appendix A is based on the Corporate Manslaughter and Corporate Homicide Act 2007 and stresses the need for clear Health and Safety company policy; strong and active leadership; worker involvement and regular assessment and review.  The Health and Safety policy statement adopted by Directors at the October 2011 Board Meeting sets in place the processes to address the guidance.



	1.3
	The guidance on bribery at Appendix B is based on the Bribery Act 2010, which came into force on 1 July 2011.  The guidance explains types of bribery; that failure to prevent bribery and consent or connivance by Senior Officers is an offence; the Act has an international dimension and the penalties involved.


	1.4
	It is proposed that both sets of guidance be added to the induction information for any new Directors.


	Recommendation
It is recommended that Directors:-
i. comment on and note the guidance; and
ii. agree the guidance note being added to the Directors induction information.

  


Signature:

Designation:
Chief Executive
Date:

24 November 2011
Appendix A
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Corporate Manslaughter and Corporate Homicide

1. Introduction


The Corporate Manslaughter and Corporate Homicide Act 2007 ("the Act") has implications on health and safety issues which must be fully considered and implemented by companies. Policy considerations, including whether directors should be found personally liable for deaths caused by a corporation, will also be looked at in this note.

2. The Act

The previous regime

2.1 A death in the workplace, or in the employment, of a company would previously have resulted in a conviction under sections 2 or 3 of Health and Safety at Work etc Act 1974 ("the 1974 Act"). These sections required that an employer guaranteed "so far as is reasonably practicable, the health, safety and welfare at work of all his employees" and "to conduct his undertaking in such a way as to ensure…that persons not in his employment, who may be affected thereby are not exposed to risks their health and safety". Section 37 of the 1974 Act meant that an individual manager, director or officer of that company could be prosecuted, rather than the company itself. A breach of the 1974 Act could have resulted in an unlimited fine against the manager, director or officer.

2.2 The common law also allowed for the possibility of a conviction of culpable manslaughter or homicide. An individual could face an unlimited fine or an unlimited prison sentence if found guilty. Only rarely has a company been prosecuted under the pre-Act regime. This is mainly because the prosecutor is obliged to identify the controlling mind of the company whose conduct was grossly negligent and resulted in the death. This individual, or group of individuals, must be senior enough that, in effect, they control the company. It is also necessary to identify the sufficient state of mind of that controlling mind in order to convict the individual or group of individuals. No medium or large-sized company has been found guilty of corporate manslaughter or homicide under the pre-Act regime. Only a few small companies have been prosecuted and these were in England. The common law regime remains in Scotland despite the introduction of the Act; whereas the offence of manslaughter by gross negligence has been abolished in England in relation to corporations under section 20 of the Act. The common law regime also still exists in relation to liability of individuals.

The 2007 Act

2.3 The Act came into force on 6 April 2008 following a lengthy consultation process, which began with a commission report in England dealing with involuntary manslaughter and introduced the offence of corporate killing.  This report was followed by the draft Corporate Manslaughter Bill in 2005, which applied only in England and Wales. Subsequently, an Expert Group on Corporate Homicide was set up by the Scottish Executive and was tasked with reviewing the relevant Scots law provisions. Since the provisions in the Scotland Act 1998 dealing with the competency of passing legislation reserved the relevant matters of health and safety to Westminster, the Act was drafted to include Corporate Homicide in Scotland.

2.4 The Act provides that an organisation will commit corporate homicide "if the way in which its activities are managed or organised causes a person's death and amounts to a gross breach of a relevant duty of care owed by the organisation to the deceased" (s.1(1) of the Act).

2.5 The Act provides that the offence is called corporate manslaughter in England and Wales and corporate homicide on Scotland (s.1(5) of the Act).

2.6 The Act only applies to offences which occurred after it came into force and is not retrospective.

2.7 The Act will only apply to those offences perpetrated in the UK, regardless of where the organisation is based. Accordingly, a UK based company causing death outside of the UK will not be able to be prosecuted under the Act. However, the Act extends as far as deaths caused on UK ships, aircraft and offshore installations.

The Test

2.8 An organisation will only be guilty of corporate homicide (or corporate manslaughter) "if the way in which its activities are managed or organised by its senior management is a substantial element in the breach" of the duty of care owed to the deceased (s.1(3) of the Act).

2.9 Accordingly, the requirements for a conviction under the Act are:

2.9.1 There must be an organisation;

2.9.2 The way in which that organisation is managed or has organised its activities must have caused a death;

2.9.3 The way in which that organisation is managed or has organised its activities must have amounted to a gross breach of a relevant duty which was owed by the organisation to the deceased; and 

2.9.4 The way in which the activities were managed or organised by the senior management of the organisation must have been a substantial element in the gross breach of the relevant duty.

Organisation

2.10 Section 1(2) of the Act defines "organisation" as including a corporation; a police force; a partnership, or a trade union or employers' association, that is an employer and any government department listed in Schedule 1. Accordingly, an individual cannot be found guilty of corporate homicide or manslaughter. A corporation "does not include a corporation sole but includes any body corporate wherever incorporated" (s.25 of the Act).

2.11 Individuals cannot be prosecuted under the new regime and this has led to some criticism of the new regime and there remain campaigns for this to be altered. However, directors and other individual office bearers will be competent and compellable witnesses against the organisation. Individuals can still be prosecuted under the 1974 Act.

Management or organisation of activities

2.12 The Law Commission report suggested that the offence of corporate manslaughter or homicide should only arise where a failure to ensure safety in managing or organising the organisation's activities resulted in a death of a person to whom that organisation owed a duty of care. Accordingly, failures of the management, rather than solitary acts of negligence are covered by the Act. Any prosecution of an organisation will involve the consideration of the overall practices of that organisation, rather than focussing on individual acts of failure or negligence.

2.13 The determination of the activity of the organisation will generally be left to the jury to determine as it is a question of fact. The necessary causal connection required for a conviction under the Act is that between the organisation, the management of the activity and the death.

2.14 An offence under the Act also requires that the way in which these activities were managed amounted "to a gross breach of a relevant duty of care owed by the organisation to the deceased" (s.1(1)(b)) and that "the way in which [the organisation's] activities were managed or organised by its senior management is a substantial element in the breach " (s.1(4)(b)).

Gross breach

2.15 Section 1(4)(b) of the Act defines the breach necessary for the offence of corporate manslaughter or homicide as conduct that "falls far below what can reasonably be expected of the organisation in the circumstances". Since "far below" is not defined in the Act, this will be up to the jury to determine. Section 8 of the Act requires the jury to take into consideration "whether the evidence shows that the organisation failed to comply with any health and safety legislation that relates to the alleged breach, and if so how serious that failure was and how much of a risk of death it posed". Subsection 3 of Section 8 allows the jury to "consider the extent to which the evidence shows that there were attitudes, policies, systems or accepted practices within the organisation that were likely to have encouraged…or to have produced tolerance" of the breach.

2.16 It is not altogether clear what exactly the jury must consider as they are being asked to attempt to assess the seriousness of the failure and the quantification of the risk. Since the judge does not direct the jury on points of law, it is important that there is careful prosecution of organisations in relation to corporate manslaughter or homicide.

Senior Management

2.17 Section 1(3) of the Act requires that there has been a failure in the way the organisation's activities were organised on the part of the senior management and that this has substantially contributed to the offence of corporate manslaughter or homicide. Senior management is defined in Section 1(4)(c) of the Act as "the persons who play significant roles in – 

2.17.1 The making of decisions about how the whole or a substantial part of its activities are to be managed or organised, or

2.17.2 The actual managing or organising of the whole or a substantial part of those activities."

2.18 Despite the organisation being ultimately responsible for issues of health of safety of its employees, it is down to the individuals within the organisation and their conduct which can result in the high performance, or otherwise, of policies of health and safety. Accordingly, it is important that the conduct of these individuals is examined when determining the liability of the organisation.

2.19 Since the Act does not specifically define exactly which office holder will be included in senior management (for example whether it is only directors or whether regional managers are also included in this definition), it could be open to those individuals to dispute whether or not they qualify as such.

2.20 It could be that senior management are those who make significant decisions about the organisation or substantial parts of it. Similarly, it could include operation staff, regional managers or those responsible for health and safety. These individuals are not liable themselves, as individuals, for corporate manslaughter or homicide although it is likely that they may be called as witnesses.

Relevant Duty

2.21 Sections 2-7 of the Act contain the definitions of relevant duty. Accordingly, the offence of corporate manslaughter or homicide will only apply where the organisation owed the deceased a duty of care under the law of negligence.

2.22 Section 2 lists the classes of relevant duty which includes the duty owed by the organisation to its employees; the duty owed by the organisation as occupier of premises and that owed in connection with the supply of goods or services.

2.23 Whether or not a relevant duty exists is a matter of law and therefore not a question for the jury to consider.

Defences

2.24 The Act does not provide for any statutory defences to a charge of corporate manslaughter or homicide. As mentioned above, it is likely that only interpretations of the Act will lead to defence challenges.

Penalties

2.25 Offences under the Act will be heard in the High Court before a judge and jury. Accordingly, an unlimited fine can be awarded against the organisation. The Sentencing Advisory Panel, in its Consultation Paper on Sentencing for Corporate Manslaughter has recommended that a fine be based on the annual turnover of the organisation and that this should be in the range 2.5%-10%.

2.26 Section 9 of the Act allows the court to make a remedial order. The organisation is required to take certain steps in order to remedy the breach of duty which caused the death and gave rise to the offence. It is essential that this order is specific so that the organisation knows in what way it should comply with the order. Any failure to comply with this order can result in an unlimited fine.

2.27 Section 10 of the Act introduced a completely new penalty in the form of a publicity order. This section requires the convicted organisation to "publicise in a specified manner – 

2.27.1 The fact that it has been convicted of the offence;

2.27.2 Specified particulars of the offence;

2.27.3 The amount of any fine imposed; and

2.27.4 The terms of any remedial order made.

This section is not yet in force and is likely to be introduced following guidance by the Sentencing Guidelines Council. Since the guidelines do not apply in Scotland and there is no Scottish equivalent, it is likely that Scottish courts might rely on them. Since this penalty will have a huge impact on the reputation of an organisation, it could be argued that the threat of this kind of order may make organisations and their senior managements take the provisions of the Act seriously.

Implications of the Act

2.28 The Act makes it easier to prosecute organisations for corporate manslaughter or homicide. The threat of damage to an organisation's reputation and the increased coverage by the media will raise awareness of an organisation's policy in relation to health and safety and ensure that the protection of the workforce is the prime consideration of an organisation.

2.29 Any fatality suffered by an employee of an organisation or on an organisation's premises is likely to result in a lengthy police corporate homicide (or manslaughter) investigation and accordingly, any prosecution resulting from such an investigation is far more likely to result in a conviction.

2.30 All companies are now at risk of a conviction of corporate manslaughter or homicide where a death has been caused by a gross breach of a relevant duty of care and the conduct of the senior management substantially caused the breach.

2.31 The Act is not necessarily restricted to deaths in the workplace or high-profile disasters like the Transco case or the Herald of Free Enterprise. The application of the Act is likely to follow the wide spread use of health and safety legislation.

3. Practical steps for senior management  - Policy considerations

3.1 The actions of these individuals is likely to be scrutinised far more closely than under the previous regime. It is important that documented evidence can be produced to the police showing that health and safety of the workforce is a prime consideration of the board and that management take the lead in implementing policies. Those responsible for such matters must be clear on what they must do and it is recommended that this should be set out in writing.

3.2 A board of directors, or other appropriate senior management, must have sufficient knowledge of its health and safety policies. It is no defence for any member of senior management to claim that he was unaware of risk management policies or ways in which health and safety is dealt with. Subsequently, a director can be disqualified by the court in relation to directorship of any organisation if found guilty.

3.3 The Institute of Directors has produced comprehensive advice on recommendations to comply with the Act and introduce a sensible approach to health and safety. The essential principles of effective leadership of health and safety are as follows: -

3.3.1 Strong and active leadership from the top;

3.3.2 Worker involvement; and

3.3.3 Assessment and review.

Strong and active leadership

3.4 It is important that the board of directors (and any other senior management) are seen to be actively taking a role in relation to its policy on health and safety. It is vital that the policy is more than merely a document but forms a central part of the organisation.

3.5 In order to agree the policy document, senior management must ensure that it is aware of what risks are faced by the organisation in general and the workforce specifically. It is important that the role of senior management is clearly identified in the policy and that individuals have their own defined roles. It is not enough that senior management understands the key issues, health and safety must also be promoted and communicated effectively with the workforce.

3.6 In order for the policy to evolve over time and adapt to any changes in the workforce or current practice, it is recommended that the following practical steps are followed: -

3.6.1 The agenda at board meetings regularly includes issues of health and safety;

3.6.2 A 'champion' of health and safety is identified among the board who takes responsibility for promoting the importance of an effective policy of health and safety;

3.6.3 A health and safety director on the board indicates to the workforce the importance of health and safety;

3.6.4 Setting realistic targets to ensure that the board can achieve what it sets out to; and

3.6.5 The presence of a non-executive director ensures a robust policy of health and safety.

Worker Involvement
3.7 Delivering Health and Safety – in order for the board to ensure that health and safety can be effectively delivered, it is important that any arrangements set in place by the policy have been appropriately resourced. Further, it is essential that competent health and safety advice is obtained by the board. Risk assessments and involvement of employees and their representatives in the decision-making process and also essential in the delivery of an effective policy on health and safety. In order to implement health and safety effectively in the workforce, the Institute of Directors has set out the following recommendations: -

3.7.1 Directors being present on the 'shop floor' following the safety measures and dealing with any breaches will help to reinforce the importance of health and safety;

3.7.2 Appointments to the board should not be made without considering the implications on the policy of health and safety;

3.7.3 Setting appropriate procurement standards to ensure that expensive health and safety hazards are not introduced;

3.7.4 Assess the health and safety policy of partners, suppliers and contractors to ensure that their policies are not endangering your workforce;

3.7.5 Creating a separate health and safety committee to ensure that this key points are dealt with and time is used effectively;

3.7.6 Ensure that all members of the board, or other senior management, have been appropriately trained in health and safety; and

3.7.7 Ensure that workers are involved in the health and safety process to improve communication and promote commitment.

Assessment and Review

3.8 Monitoring and reviewing the policy is a vital part of health and safety. The board must be seen to be responding to issues as and when they arise, thereby proving their commitment to the welfare of their workforce. 

3.8.1 Senior management must make sure that necessary weight is given to the reporting or preventive information (eg training programmes) and incident data (eg accidents). 

3.8.2 Periodic audits of the effectiveness of certain structures and risk controls are important to ensure that the health and safety policy is operating as effectively as possible to ensure the highest level of safety for the workforce.

3.8.3 It is important that the impact of any changes (for example, any new procedures) are reported to senior management as soon as possible.

3.8.4 There are procedures in place to deal with the implementation of any new legal requirements.

3.9 In order to effectively monitor the health and safety policy, the Institute of Directors has made the following recommendations: -

3.9.1 Monitor employee absence due to sickness and monitor the general health of the workforce. This allows the senior management to be alerted to any underlying problems which could result in long term disruption to the health of the employees and the productivity of the organisation;

3.9.2 Collect and maintain data relating to the health and safety of the workplace to allow the senior management to compare its performance against others in their sector;

3.9.3 Include manager's contribution to health and safety in their appraisals. This will ensure that the senior management continues to stay committed to the welfare of the employees;

3.9.4 Ensure that the board is made aware of regular reports on the health and safety performance of contractors; and

3.9.5 Involve the workforce in the monitoring process to increase the workforce's commitment to the policy.

3.10 The performance of an organisation's health and safety should be reviewed at least annually. It is recommended that this review: -

3.10.1 Examines whether the policy reflects the targets and priorities of the organisation;

3.10.2 Examines whether there has been effective reporting to the board of risk management and other structures;

3.10.3 Identifies any shortcomings in the policy;

3.10.4 Decides actions to deal with those shortcomings; and

3.10.5 Considers any immediate review in light of the shortcomings.

Accordingly, the Institute of Directors has made the following recommendations: -

3.10.6 Record performance on health and safety in the organisation's annual reports to investors and stakeholders;

3.10.7 Suggest that board members, or other senior management, make visits to the 'shop floor' to gather information for the review; and

3.10.8 Celebrate good health and safety performance both at central and local level.

3.11 In order that an organisation can determine whether it has the health and welfare of its workforce as a prime consideration, the following points should be taken into consideration: -

3.11.1 How the board's commitment to health and safety is demonstrated;

3.11.2 How the appropriate board-level review of health and safety is ensured;

3.11.3 Identifying what has been done to ensure the organisation, at all levels including the board, receives competent health and safety advice;

3.11.4 Ensuring that all staff, including the board, are sufficiently trained and competent in their health and safety responsibilities;

3.11.5 Being confident that the workforce, and particularly safety representatives, are consulted properly on health and safety matters, and that their concerns are reaching the appropriate level including, if necessary, the board;

3.11.6 Identifying what systems are in place to ensure the risks of the organisation are assessed and that sensible control measures are established and maintained;

3.11.7 Identifying what is happening 'on the ground' and what audits or assessments are undertaken in relation to informing what it is that the organisation and the contractors actually do;

3.11.8 Identifying what information the board regularly receives about health and safety, eg performance data and reports on injuries and work-related ill health;

3.11.9 Identifying what targets have been set to improve health and safety and how these are benchmarked against others in the same sector; and

3.11.10 Identifying how changes which have significant implications for health and safety are brought to the attention of the board.

Appendix B 
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Bribery Act 2010

Scope and Effect 

Introduction

The Bribery Act 2010 considerably changes the law on bribery in the UK.  

The Act contains the broad new criminal offences and international reach that the UK prosecuting authorities wanted (and that business organisations lobbied against).  Public statements by the Serious Fraud Office since the Act was passed suggest that a hard line will be taken in early prosecutions, for example against companies who continue the practice of making facilitation payments or who take inadequate measures to prevent bribery.

The Act came into force on 1 July 2011.

The new criminal offences

Bribing another person 

This means offering, promising or giving a financial or other advantage with the intention of inducing a person to perform a relevant function or activity improperly or to reward a person for such improper performance.  

It does not matter whether the person who receives the advantage is the same person who improperly performs the function or activity.

Functions and activities are caught if:

· they relate to a business, trade or profession, public duties, employment duties or activities performed on behalf of a body of people and

· the person is expected to perform them in good faith, impartially, or is in a position of trust.

It is the reasonable expectations of people in the UK that count in measuring this second element, not local expectations, practices or customs, so the defence of "everyone does it there" will not work. However, if local written law allows the practice in question, it will not be an offence under the Act.
Accepting a bribe 

This offence is committed by receiving or accepting a financial or other advantage with the intention that a relevant function or activity will be improperly performed.

Bribing a foreign public official 
A foreign public official is any person who:

· holds a legislative, administrative or judicial position outside the UK

· exercises a public function outside the UK or

· is an official or agent of a public international organisation, such as the UN, IMF, World Bank.

The offence is committed if a financial or other advantage is offered or given to a foreign public official, directly or indirectly, if the intention was to obtain or retain business or an advantage in business.  Again, there is an exception for practices permitted by local written law.

Failure to prevent bribery 

This offence is committed if an "associated person" of a "relevant commercial organisation" bribes another person with the intention of obtaining or retaining business for the organisation, or of obtaining an advantage in the course of business. 

The organisation can be guilty regardless of whether or not it sanctioned or was aware of the bribery. 

The definition of "relevant commercial organisation" extends to:

· any UK corporate that carries on a business

· any foreign corporate that carries on business in the UK

· any UK partnership that carries on a business and

· any foreign partnership that carries on business in the UK.

However, an "associated person" is limited to any person that performs services for or on behalf of a relevant commercial organisation.  It will always include the organisation's employees but may also extend to its agents and any subsidiaries or third parties who can be shown to perform services for it. 

The organisation has a defence if it can show that it had "adequate procedures" in place to prevent bribery. Government guidance on adequate procedures was issued on 30 March 2011.
 The SFO and the DPP also issued prosecutorial guidance covering England/Wales on 30 March 2011.

Consent or connivance by senior officers

Individual senior officers can be guilty of an offence and liable for up to 10 years in prison or an unlimited fine if one of the above offences is proved to have been committed with their consent or connivance.

Senior officer means a director, manager, secretary or similar officer (and partners in partnerships under Scots law) or anyone purporting to act in such a capacity.  But they can only be guilty in relation to offences committed outside the UK if they themselves have a close connection to the UK, which means being a British citizen (or having certain other categories of British nationality or citizenship) or being ordinarily resident in the UK.

International reach

The Act has an extremely wide international reach.

Individuals can be prosecuted in the UK in respect of unlawful conduct anywhere in the world if the individual who offers or accepts the bribe has a "close connection" with the UK.  This means being a British citizen (or having certain other categories of British nationality or citizenship), being ordinarily resident in the UK, or being either incorporated in the UK or a partnership in Scotland.  The test for ordinary residence is likely to be that used in UK tax law, which would mean that non-UK nationals who are ordinarily resident for tax purposes could be caught by the UK courts for acts of bribery committed outside the UK.

Corporates can be prosecuted in the UK for failure to prevent bribery, even if the bribery occurred outside the UK.  All that is required is that the corporate:


· is incorporated in the UK or

· carries on business in the UK or

· is in a partnership formed under UK law or

· is in a partnership formed under any other law which carries on business in the UK

It is not only multinational companies that are affected by the Act.  Any business operating in the UK can potentially be caught.

Penalties

The legal penalties are severe: 

· for individuals, an unlimited fine and/or up to 10 years' imprisonment

· for corporates, an unlimited fine and/or blacklisting from tendering for government contracts under Article 45 of the EU Public Sector Procurement Directive 2004.  

The consequential impact in terms of reputational damage and loss of business are less tangible.
Impact on businesses

Businesses should assess their potential exposure to bribery and corruption in a number of areas including where they:

· do business in high risk countries or sectors

· deal with governments and public officials

· transact through third parties, such as sales agents or other intermediaries, particularly overseas

· are party to joint ventures and consortium arrangements

Such assessment should address in particular:

· the conduct and training of employees, officers, workers and third party representatives

· the control of gifts, hospitality, expenses and donations

· the use of facilitation payments

A proper risk assessment and demonstrable action to implement training, policies, procedures and controls will be essential elements of an "adequate procedures" defence and may contribute to reducing corruption risk in the business.


Shepherd and Wedderburn LLP

October 2011

This paper contains a general outline of the law and does not constitute legal advice.  Specific advice should be sought in relation to particular situations.  It is up to date at the time of writing. 

   
� See:	� HYPERLINK "http://www.justice.gov.uk/guidance/bribery.htm" ��http://www.justice.gov.uk/guidance/bribery.htm�


� See:	� HYPERLINK "http://www.sfo.gov.uk/press-room/latest-press-releases/press-releases-2011/bribery-act-prosecution-guidance-published.aspx" ��http://www.sfo.gov.uk/press-room/latest-press-releases/press-releases-2011/bribery-act-prosecution-guidance-published.aspx�














